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(B) to the extent practicable, in a manner that protects 
the sensitive nature of the incident concerned, using lan-
guage appropriate to the treatment of juveniles in written 
policies and communication with families. 
(5) The requirement for investigation of a report or other 

allegation shall not be deemed to terminate or alter any other-
wise applicable requirement to report or forward the report 
or allegation to appropriate Federal, State, or local authorities 
as possible criminal activity. 

(6) There shall be established and maintained a centralized 
database of information on each incident of problematic sexual 
behavior that is reviewed by a Family Advocacy Program under 
the policy established under this section, with— 

(A) the information in such database kept strictly con-
fidential; and 

(B) because the information involves alleged conduct 
by juveniles, additional special precautions taken to ensure 
the information is available only to persons who require 
access to the information. 
(7) There shall be entered into the database, for each 

substantiated or unsubstantiated incident of problematic sexual 
behavior, appropriate information on the incident, including— 

(A) a description of the allegation; 
(B) whether or not the review is completed; 
(C) whether or not the incident was subject to an 

investigation by a law enforcement organization or entity, 
and the status and results of such investigation; and 

(D) whether or not action was taken in response to 
the incident, and the nature of the action, if any, so taken. 

SEC. 1090. RECOGNITION OF AMERICA’S VETERANS. 

(a) AUTHORIZATION OF SUPPORT.—In order to honor American 
veterans, including American veterans of past wars that the Sec-
retary of Defense determines have not received appropriate recogni-
tion, the Secretary may provide such support as the Secretary 
determines is appropriate for a parade to be carried out in the 
District of Columbia. In providing support under this subsection, 
the Secretary may expend funds for the display of small arms 
and munitions appropriate for customary ceremonial honors and 
for the participation of military units that perform customary 
ceremonial duties. 

(b) PROHIBITION.—In providing support for a parade as 
described in subsection (a), the Secretary may not expend funds 
to provide motorized vehicles, aviation platforms, munitions other 
than the munitions specifically described in subsection (a), oper-
ational military units, or operational military platforms if the Sec-
retary determines that providing such units, platforms, or equip-
ment would undermine the readiness of such units, platforms, or 
equipment. 
SEC. 1091. PROHIBITION OF FUNDS FOR CHINESE LANGUAGE INSTRUC-

TION PROVIDED BY A CONFUCIUS INSTITUTE. 

(a) PROHIBITION.—None of the funds authorized to be appro-
priated by this Act or otherwise made available for the Department 
of Defense may be obligated or expended for Chinese language 
instruction provided by a Confucius Institute. 

(b) LIMITATION.—None of the funds authorized to be appro-
priated by this Act or otherwise made available for the Department 
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of Defense may be obligated or expended to support a Chinese 
language program at an institution of higher education that hosts 
a Confucius Institute. 

(c) WAIVER.—The Under Secretary of Defense for Personnel 
and Readiness may waive the limitation in subsection (b) with 
respect to a Chinese language program at a specific institution 
of higher education if the Under Secretary of Defense for Personnel 
and Readiness— 

(1) certifies to the congressional defense committees that— 
(A) Confucius Institute employees and instructors will 

provide no instruction or educational support to the pro-
gram; 

(B) Confucius Institute employees and instructors will 
have no authority with regard to the curriculum and activi-
ties of the program; and 

(C) the institution has made available to the Depart-
ment of Defense all memoranda of understanding, con-
tracts, and other agreements between the institution and 
the Confucius Institute, or between the institution and 
any agency of or organization affiliated with the govern-
ment of the People’s Republic of China; or 
(2) certifies to the congressional defense committees that— 

(A) the requirements described in subparagraphs (A) 
and (B) of paragraph (1) have been met; and 

(B) the waiver of the limitation in subsection (b) is 
necessary for national security, and there is no reasonable 
alternative to issuing the waiver. 

(d) DEFINITIONS.— 
(1) CHINESE LANGUAGE PROGRAM.—The term ‘‘Chinese lan-

guage program’’ means any Department of Defense program 
designed to provide or support Chinese language instruction, 
including the National Security Education Program, the Lan-
guage Flagship program, Project Global Officer, and the Lan-
guage Training Centers program. 

(2) CONFUCIUS INSTITUTE.—The term ‘‘Confucius Institute’’ 
means a Confucius Institute that is operated by the Office 
of Chinese Languages Council International, also known as 
Hanban, which is affiliated with the Ministry of Education 
of the People’s Republic of China. 

(3) INSTITUTION OF HIGHER EDUCATION.—The term ‘‘institu-
tion of higher education’’ has the meaning given the term 
in section 101 of the Higher Education Act of 1965 (20 U.S.C. 
1001 et seq.). 
(e) RULE OF CONSTRUCTION.—The prohibition under subsection 

(a) and the limitation under subsection (b) shall not apply to an 
institution of higher education by reason that the institution funds 
or sponsors an event or activity, regardless of any affiliation of 
any individual who participates in the event or activity, and nothing 
shall be construed to prohibit funding for other programs, research 
or other activities at an institution that hosts a Confucius institute. 

SEC. 1092. DEPARTMENT OF DEFENSE ENGAGEMENT WITH CERTAIN 
NONPROFIT ENTITIES IN SUPPORT OF MISSIONS OF 
DEPLOYED UNITED STATES PERSONNEL AROUND THE 
WORLD. 

(a) FINDING.—Congress finds that Spirit of America, a privately- 
funded, nonpartisan, nonprofit organization, acting in partnership 
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‘‘(2) FUNDING AVAILABILITY AND LIMITATIONS.—The Sec-
retary of State shall provide that each entity that receives 
funds under this subsection is selected in accordance with the 
relevant existing regulations through a process that ensures 
such entity has the credibility and capability to carry out effec-
tively and in accordance with United States interests and objec-
tives the purposes specified in paragraph (1) for which such 
entity received such funding.’’; 

(6) by redesignating subsections (h) and (i) as subsections 
(i) and (j), respectively; and 

(7) by inserting after subsection (g) the following new sub-
section: 
‘‘(h) CONGRESSIONAL BRIEFINGS.—The Secretary of State, 

together with the heads of other relevant Federal departments 
and agencies, shall provide a briefing to the Committee on Armed 
Services, the Committee on Appropriations, and the Committee 
on Foreign Relations of the Senate and the Committee on Armed 
Services, the Committee on Appropriations, the Committee on For-
eign Affairs, and the Committee on Oversight and Government 
Reform of the House of Representatives not less often than annually 
regarding the activities of the Global Engagement Center. The 
briefings required under this subsection shall terminate on the 
date specified in subsection (j).’’. 
SEC. 1285. SENSE OF CONGRESS ON COUNTERING HYBRID THREATS 

AND MALIGN INFLUENCE. 

It is the sense of Congress that the Secretary of Defense and 
the Secretary of State should— 

(1) work together to build and lead an international effort 
among like-minded democratic countries to increase awareness 
of and resilience to the Kremlin’s malign influence operations; 
and 

(2) urgently prioritize submission of the report required 
by section 1239A(d) of the National Defense Authorization Act 
for Fiscal Year 2018 (Public Law 115–91; 131 Stat. 1671) on 
a comprehensive strategy to counter malign activities of Russia. 

SEC. 1286. INITIATIVE TO SUPPORT PROTECTION OF NATIONAL SECU-
RITY ACADEMIC RESEARCHERS FROM UNDUE INFLU-
ENCE AND OTHER SECURITY THREATS. 

(a) INITIATIVE REQUIRED.—The Secretary of Defense shall, in 
consultation with other appropriate government organizations, 
establish an initiative to work with academic institutions who per-
form defense research and engineering activities— 

(1) to support protection of intellectual property, controlled 
information, key personnel, and information about critical tech-
nologies relevant to national security; 

(2) to limit undue influence, including through foreign 
talent programs, by countries to exploit United States tech-
nology within the Department of Defense research, science 
and technology, and innovation enterprise; and 

(3) to support efforts toward development of domestic talent 
in relevant scientific and engineering fields. 
(b) INSTITUTIONS AND ORGANIZATIONS.— 

(1) IN GENERAL.—The initiative required by subsection (a) 
shall be developed and executed to the maximum extent prac-
ticable with academic research institutions and other edu-
cational and research organizations. 
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(2) RECORD OF EXCELLENCE.—In selecting research institu-
tions of higher education under this subsection, the Secretary 
shall prioritize selection of institutions of higher education that 
the Secretary determines demonstrate a record of excellence 
in industrial security in academia and in research and develop-
ment. 
(c) REQUIREMENTS.—The initiative required by subsection (a) 

shall include development of the following: 
(1) Information exchange forum and information reposi-

tories to enable awareness of security threats and influence 
operations being executed against the United States research, 
technology, and innovation enterprise. 

(2) Training and other support for academic institutions 
to promote security and limit undue influence on institutions 
and personnel, including financial support for execution for 
such activities. 

(3) The capacity of government and academic institutions 
and institutions of higher education to assess whether individ-
uals affiliated with Department of Defense programs have 
participated in or are currently participating in foreign talent 
programs or expert recruitment programs. 

(4) Opportunities to collaborate with defense researchers 
and research organizations in secure facilities to promote 
protection of critical information and strengthen defense against 
foreign intelligence services. 

(5) Regulations and procedures— 
(A) for government and academic organizations and 

personnel to support the goals of the initiative; and 
(B) that are consistent with policies that protect open 

and scientific exchange in fundamental research. 
(6) Policies to limit or prohibit funding provided by the 

Department of Defense for institutions or individual researchers 
who knowingly violate regulations developed under the initia-
tive, including regulations relating to foreign talent programs. 

(7) Initiatives to support the transition of the results of 
academic institution research programs into defense capabili-
ties. 
(d) BRIEFING.—Not later than 120 days after the date of the 

enactment of this Act, the Secretary shall provide a briefing to 
the congressional defense committees on the following: 

(1) Ongoing implementation of the initiative required by 
subsection (a). 

(2) The development of a definition for ‘‘foreign talent pro-
grams’’ for the purposes of the initiative. 

(3) The preliminary results of the report required by sub-
section (e). 
(e) REPORT.— 

(1) IN GENERAL.—Not later than one year after the date 
of the enactment of this Act, the Secretary shall submit to 
the congressional defense committees a report on the activities 
carried out under the initiative required by subsection (a). 

(2) CONTENTS.—The report required by paragraph (1) shall 
include the following: 

(A) A description of the activities conducted and the 
progress made under the initiative. 

(B) The findings of the Secretary with respect to the 
initiative. 
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(C) Such recommendations as the Secretary may have 
for legislative or administrative action relating to the mat-
ters described in subsection (a), including actions related 
to foreign talent programs. 

(D) Identification and discussion of the gaps in legal 
authorities that need to be improve to enhance the security 
of research institutions of higher education performing 
defense research. 

(E) A description of the actions taken by such institu-
tions to comply with such best practices and guidelines 
as may be established by under the initiative. 
(3) FORM.—The report submitted under paragraph (1) shall 

be submitted in both unclassified and classified formats, as 
appropriate. 
(f) INSTITUTION OF HIGHER EDUCATION DEFINED.—The term 

‘‘institution of higher education’’ has the meaning given such term 
in section 101 of the Higher Education Act of 1965 (20 U.S.C. 
1001). 
SEC. 1287. REPORT ON HONDURAS, GUATEMALA, AND EL SALVADOR. 

(a) IN GENERAL.—Not later than 180 days after the date of 
the enactment of this Act, the Secretary of State, in coordination 
with the Secretary of Defense and other appropriate agencies, shall 
submit to the congressional defense committees, the Committee 
on Foreign Relations of the Senate, and the Committee on Foreign 
Affairs of the House of Representatives a report regarding narcotics 
trafficking corruption and illicit campaign finance in Honduras, 
Guatemala, and El Salvador. 

(b) MATTERS TO BE INCLUDED.—The report required under sub-
section (a) shall include— 

(1) the names of senior government officials in Honduras, 
Guatemala, and El Salvador who are known to have committed 
or facilitated acts of grand corruption or narcotics trafficking; 

(2) the names of elected officials in Honduras, Guatemala, 
and El Salvador who are known to have received campaign 
funds that are the proceeds of narco-trafficking or other illicit 
activities in the last 2 years; and 

(3) the names of individuals in Honduras, Guatemala, and 
El Salvador who are known to have facilitated the financing 
of political campaigns in any of the Northern Triangle countries 
with the proceeds of narco-trafficking or other illicit activities 
in the last 2 years. 
(c) FORM.—The report submitted under subsection (a) shall 

be submitted in unclassified form, but may include a classified 
annex. 
SEC. 1288. MODIFICATION OF FREEDOM OF NAVIGATION REPORTING 

REQUIREMENTS. 

Subsection (a) of section 1275 of the National Defense 
Authorization Act for Fiscal Year 2017 (Public Law 114–328; 130 
Stat. 2540), as amended by section 1262(a)(1) of the National 
Defense Authorization Act for Fiscal Year 2018 (Public Law 115– 
91; 131 Stat. 1689), is further amended by striking ‘‘the Committees 
on Armed Services of the Senate and the House of Representatives’’ 
and inserting ‘‘the Committee on Armed Services and the Committee 
on Foreign Relations of the Senate and the Committee on Armed 
Services and the Committee on Foreign Affairs of the House of 
Representatives’’. 
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SEC. 889. PROHIBITION ON CERTAIN TELECOMMUNICATIONS AND 
VIDEO SURVEILLANCE SERVICES OR EQUIPMENT. 

(a) PROHIBITION ON USE OR PROCUREMENT.—(1) The head of 
an executive agency may not— 

(A) procure or obtain or extend or renew a contract to 
procure or obtain any equipment, system, or service that uses 
covered telecommunications equipment or services as a substan-
tial or essential component of any system, or as critical tech-
nology as part of any system; or 

(B) enter into a contract (or extend or renew a contract) 
with an entity that uses any equipment, system, or service 
that uses covered telecommunications equipment or services 
as a substantial or essential component of any system, or 
as critical technology as part of any system. 
(2) Nothing in paragraph (1) shall be construed to— 

(A) prohibit the head of an executive agency from procuring 
with an entity to provide a service that connects to the facilities 
of a third-party, such as backhaul, roaming, or interconnection 
arrangements; or 

(B) cover telecommunications equipment that cannot route 
or redirect user data traffic or permit visibility into any user 
data or packets that such equipment transmits or otherwise 
handles. 
(b) PROHIBITION ON LOAN AND GRANT FUNDS.—(1) The head 

of an executive agency may not obligate or expend loan or grant 
funds to procure or obtain, extend or renew a contract to procure 
or obtain, or enter into a contract (or extend or renew a contract) 
to procure or obtain the equipment, services, or systems described 
in subsection (a). 

(2) In implementing the prohibition in paragraph (1), heads 
of executive agencies administering loan, grant, or subsidy pro-
grams, including the heads of the Federal Communications Commis-
sion, the Department of Agriculture, the Department of Homeland 
Security, the Small Business Administration, and the Department 
of Commerce, shall prioritize available funding and technical sup-
port to assist affected businesses, institutions and organizations 
as is reasonably necessary for those affected entities to transition 
from covered communications equipment and services, to procure 
replacement equipment and services, and to ensure that commu-
nications service to users and customers is sustained. 

(3) Nothing in this subsection shall be construed to— 
(A) prohibit the head of an executive agency from procuring 

with an entity to provide a service that connects to the facilities 
of a third-party, such as backhaul, roaming, or interconnection 
arrangements; or 

(B) cover telecommunications equipment that cannot route 
or redirect user data traffic or permit visibility into any user 
data or packets that such equipment transmits or otherwise 
handles. 
(c) EFFECTIVE DATES.—The prohibition under subsection 

(a)(1)(A) shall take effect one year after the date of the enactment 
of this Act, and the prohibitions under subsections (a)(1)(B) and 
(b)(1) shall take effect two years after the date of the enactment 
of this Act. 

(d) WAIVER AUTHORITY.— 
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(1) EXECUTIVE AGENCIES.—The head of an executive agency 
may, on a one-time basis, waive the requirements under sub-
section (a) with respect to an entity that requests such a waiver. 
The waiver may be provided, for a period of not more than 
two years after the effective dates described in subsection (c), 
if the entity seeking the waiver— 

(A) provides a compelling justification for the additional 
time to implement the requirements under such subsection, 
as determined by the head of the executive agency; and 

(B) submits to the head of the executive agency, who 
shall not later than 30 days thereafter submit to the appro-
priate congressional committees, a full and complete 
laydown of the presences of covered telecommunications 
or video surveillance equipment or services in the entity’s 
supply chain and a phase-out plan to eliminate such cov-
ered telecommunications or video surveillance equipment 
or services from the entity’s systems. 
(2) DIRECTOR OF NATIONAL INTELLIGENCE.—The Director 

of National Intelligence may provide a waiver on a date later 
than the effective dates described in subsection (c) if the 
Director determines the waiver is in the national security 
interests of the United States. 
(f) DEFINITIONS.—In this section: 

(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term 
‘‘appropriate congressional committees’ ’’ means— 

(A) the Committee on Banking, Housing, and Urban 
Affairs, the Committee on Foreign Relations, and the Com-
mittee on Homeland Security and Governmental Affairs 
of the Senate; and 

(B) the Committee on Financial Services, the Com-
mittee on Foreign Affairs, and the Committee on Oversight 
and Government Reform of the House of Representatives. 
(2) COVERED FOREIGN COUNTRY.—The term ‘‘covered foreign 

country’’ means the People’s Republic of China. 
(3) COVERED TELECOMMUNICATIONS EQUIPMENT OR SERV-

ICES.—The term ‘‘covered telecommunications equipment or 
services’’ means any of the following: 

(A) Telecommunications equipment produced by 
Huawei Technologies Company or ZTE Corporation (or any 
subsidiary or affiliate of such entities). 

(B) For the purpose of public safety, security of govern-
ment facilities, physical security surveillance of critical 
infrastructure, and other national security purposes, video 
surveillance and telecommunications equipment produced 
by Hytera Communications Corporation, Hangzhou 
Hikvision Digital Technology Company, or Dahua Tech-
nology Company (or any subsidiary or affiliate of such 
entities). 

(C) Telecommunications or video surveillance services 
provided by such entities or using such equipment. 

(D) Telecommunications or video surveillance equip-
ment or services produced or provided by an entity that 
the Secretary of Defense, in consultation with the Director 
of the National Intelligence or the Director of the Federal 
Bureau of Investigation, reasonably believes to be an entity 
owned or controlled by, or otherwise connected to, the 
government of a covered foreign country. 
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